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A Personal Introduction 

 

I am not a conservative, and I am not writing this essay to advance a political 

agenda. If anything, I lean left politically, so I should be applauding Google and 

the other Big Tech companies for their recent support of liberal candidates and 

causes. 

 

But I canôt applaud, because rigorous research I have been conducting since 2013 

has shown me how dangerous these companies are ï Google-and-the-Gang, I call 

them. The rise of the internet has given these companies unprecedented power to 

control public policy, to swing elections, to brainwash our children, to censor 

content, to track our every move, to tear societies apart, to alter the human mind, 

and even to reengineer humanity.  

 

That last idea comes from an 8-minute video (https://is.gd/44KCDm) that leaked 

from Google in 2018. To Google executives, ñresequencing human behaviorò in a 

way that ñreflects Googleôs valuesò (https://is.gd/VUC5nl) is a great idea. My 

research shows they have the power to do it, and former Google employees such as 

Tristan Harris and Zach Vorhies have confirmed in recent years that Google is 

indeed using the powerful new tools of influence I study to influence people on a 

massive scale.  

 

 
Figure 1. Leaked 8-minute video from Google explaining how the company can reengineer humanity. 

Transcript at https://is.gd/VUC5nl.  

http://drrobertepstein.com/AIBRT/
https://is.gd/44KCDm
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As Ruth Porat, Chief Financial Officer of Google, put it at an all-hands meeting of 

Google employees held three days after Trump won the 2016 election, ñOur values 

are strong. We will fight to protect them, and we will use the great strength and 

resources and reach we have to continue to advance really important values.ò 

 

Recently, a former Facebook employee, Frances Haugen, released a treasure-trove 

of internal documents showing that Facebook deliberately creates widespread 

societal chaos to improve its bottom line. More chaos means more online traffic, 

and more traffic means more money for Facebook. 

 

I am helping to expose these companies because I love America and democracy 

and freedom, and because these companies are now undermining all three of these 

sacred institutions in ways very few people understand ï even our leaders, the 

people who have sworn to protect our country from harm.  

 

Even if our leaders did understand the real threats the Big Tech monopolies pose, I 

doubt that they would intervene. Many of them depend on tech money for their 

campaigns (Alphabet, Googleôs parent company, was Hillary Clintonôs largest 

donor in 2016), and they all live in constant fear that these companies will suddenly 

erase them. Remember when Facebook and Twitter shut down President Trumpôs 

accounts in early 2021? In a split second, they severed the two main links Trump 

had to his tens of millions of supporters.  

 

I am not one of those supporters, but do we really want executives at private 

companies deciding whether our nationôs leaders can or cannot communicate with 

the public? 

 

When our leaders do hold hearings and rattle their swords about Google-and-the-

Gang, itôs mainly for show. Right now both houses of Congress and many state 

attorneys general are threatening to ñbreak upò Google and Facebook through 

antitrust actions. This is complete nonsense, and our leaders know it.  

 

Even if the government forced Google or Facebook to sell off some of the 

companies they have bought over the years (Google buys a new company roughly 

every week), that would do little to curtail the obscene power these companies have. 

Why? Because you canôt break up Googleôs search engine (it needs to be whole to 

give good results), and you canôt break up Facebookôs social media platform (doing 

so would split up tens of millions of families and hundreds of millions of friend 

connections).  

http://drrobertepstein.com/AIBRT/
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Those platforms are the main tools Google and Facebook use for surveillance, 

censorship, and manipulation. Google and Facebook executives know this, and they 

know those platforms canôt be touched by our government. That is why their 

lawyers have worked closely with government officials to craft the antitrust actions 

that are currently in progress. This is a classic case of ñregulatory captureò ï an old 

tradition in corporate America. The kinds of breakups that might eventually occur 

will actually help Google-and-the-Gang ï consolidating their power and enriching 

them beyond measure, all while creating the false impression that they have now 

been tamed by our government. 

 

As the father of five children, I am especially concerned about what humanityôs 

future will look like if Big Tech is allowed to continue unobstructed on its path 

toward world domination. In the 1950s, British economist Kenneth Boulding wrote, 

ñA world of unseen dictatorship is conceivable, still using the forms of democratic 

government.ò I am writing this essay because I believe that such a world already 

exists, and that unless we act quickly and decisively, the power that the technology 

company executives have garnered will become so firmly entrenched that we will 

never be able to unseat them from their invisible thrones. 

 

I have been a research psychologist for nearly 40 years and have also served in 

various editorial positions at Psychology Today magazine and Scientific American. 

I received my Ph.D. at Harvard University in 1981 and have since published 15 

books and more than 300 scientific and mainstream articles on artificial intelligence 

and other topics. Since 2012, some of my research and writings have focused on 

Google LLC, specifically on the companyôs power to suppress content, on the 

massive surveillance the company conducts, and on the companyôs unprecedented 

ability to manipulate the thoughts and behavior of more than 3 billion people 

worldwide. 

 

Data I have collected since 2016 show that Google displays content to the American 

public that is biased in favor on one political party (Epstein et al., 2021) 

(https://is.gd/RTicxm) ï a party I happen to like, but that is irrelevant. No private 

company should have either the right or the power to manipulate large populations 

without their knowledge.  

 

I have published articles about my research on Google in both scientific 

publications and a wide array of mainstream news sources: in TIME magazine, U.S. 

News & World Report, USA Today, Politico, Dissent, The Hill, and Huffington 

http://drrobertepstein.com/AIBRT/
https://is.gd/RTicxm
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Post, for example, but also in The Daily Caller, The Epoch Times, and even in 

Russiaôs Sputnik News. 

 

I reach out to diverse audiences because the threats posed by Google, and, to a 

lesser extent, Facebook, are so serious that I think everyone in the world needs to 

know about them. I put my own political leanings aside when I report my data and 

concerns because the problems these companies present eclipse personal politics. 

To put this another way, I love humanity, my country, and democracy more than I 

love any particular party or candidate.  

 

Disturbing Scientific Discoveries 

 

Here are six disturbing findings from my research, which adheres to the very 

highest scientific standards: 

 

1. In 2016, biased search results generated by Googleôs search 

algorithm likely impacted undecided voters in a way that gave 

between 2.6 and 10.2 million votes to Hillary Clinton (whom I 

supported). I know this because my team and I preserved more 

than 13,000 election-related searches conducted by a politically 

diverse group of 95 Americans in 24 states on Google, Bing, and 

Yahoo in the weeks leading up to the election, and Google search 

results ï which dominate search in the U.S. and worldwide ï were 

Figure 2. SEME was discovered in 2013 and was reported by the Washington Post that spring. 

Five randomized, controlled experiments demonstrating the effect were published in the 

Proceedings of the National Academy of Sciences USA in 2015. 

http://drrobertepstein.com/AIBRT/
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significantly biased in favor of Secretary Clinton in all 10 

positions on the first page of search results in both blue states and 

red states. There was no such bias on the Bing or Yahoo search 

engines. 

 

I know the number of votes that shifted because I have conducted 

dozens of controlled experiments in the U.S. and other countries 

that measure the extent to which opinions and votes shift when 

search results favor one candidate, cause, or company. I call this 

shift ñSEMEò ï the Search Engine Manipulation Effect. My first 

scientific paper on SEME was published in the Proceedings of the 

National Academy of Sciences (PNAS) in 2015 

(https://is.gd/p0li8V) (Epstein & Robertson, 2015a) and has since 

been accessed or downloaded from PNASôs website more than 

100,000 times. SEME has also been replicated by multiple 

researchers, including a research team at one of the Max Planck 

Institutes in Germany.  

 

SEME is one of the most powerful forms of influence ever 

discovered in the behavioral sciences, and it is especially 

dangerous because it is invisible to people ï ñsubliminal,ò in 

effect. It leaves people thinking they have made up their own 

minds, which is very much an illusion. It also leaves no paper trail 

for authorities to trace. Worse still, the very few people who can 

detect bias in search results shift even farther in the direction of 

the bias, so merely being able to see the bias doesnôt protect you 

from it. Bottom line: biased search results can easily produce shifts 

in the opinions and voting preference of undecided voters by 20 

percent or more ï up to 80 percent in some demographic groups.  

 

Bear in mind here that all Google search results are, in a sense, 

biased. There are no equal-time rules built into Google algorithm. 

It always puts one widget ahead of another ï and one candidate 

ahead of another. 

 

SEME is an example of an ñephemeral experience,ò and that is a 

phrase you will find in internal emails that have leaked from 

Google. A growing body of evidence suggests that Google 

employees deliberately engineer ephemeral experiences to change 

http://drrobertepstein.com/AIBRT/
https://is.gd/p0li8V
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peopleôs thinking. (For details about the methodology used in 

SEME experiments, please see Appendix II at the end of this 

document.) 

Since 2013, I have discovered about a dozen subliminal effects 

like SEME, and my team and I am currently studying and 

quantifying seven of them in addition to SEME (see References 

list at the end of this essay, and also Epstein, 2018i at 

https://is.gd/DbIhZw), as follows: 

 

ABE: The Answer Bot Effect (see below for more information) 

DDE: The Differential Demographics Effect 

DPE: The Digital Personalization Effect 

OME: The Opinion Matching Effect 

SSE: The Search Suggestion Effect 

TME: The Target Messaging Effect 

YME: The YouTube Manipulation Effect 

 

2. On Election Day in 2018, the ñGo Voteò reminder Google 

displayed on its home page gave one political party between 

800,000 and 4.6 million more votes than it gave the other party. 

Those numbers might seem impossible, but I published my 

analysis in January 2019 (https://is.gd/WCdslm) (Epstein, 2019a), 

and it is quite conservative. Googleôs data analysts presumably 

Figure 3. Because of the demographics of the people who use Google, a vote 

reminder like the one you see above is NOT a public service. It is a vote 

manipulation. If Google sends it to everyone, it will still give Democrats 800,000 

more votes than it gives Republicans. If Google sends it just to Democrats (and who 

would know, unless monitoring systems are in place?), it could give them 4 million 

additional votes. Reminders to register to vote work the same way. 

http://drrobertepstein.com/AIBRT/
https://is.gd/DbIhZw
https://is.gd/WCdslm
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performed the same calculations I did before the company decided 

to post its prompt. In other words, Googleôs ñGo Voteò prompt 

was not a public service; it was a vote manipulation. This type of 

vote manipulation is an example of what I call the ñDifferential 

Demographics Effectò (DDE). 

 

3. In the weeks leading up to the 2018 election, bias in Googleôs 

search results may have shifted upwards of 78.2 million votes to 

the candidates of one political party (spread across hundreds of 

local and regional races). This number is based on data captured 

by my 2018 monitoring system, which preserved more than 

47,000 election-related searches on Google, Bing, and Yahoo, 

along with the nearly 400,000 web pages to which the search 

results linked. Strong political bias toward one party was evident, 

once again, in Google searches (Epstein et al., 2021) 

(https://is.gd/RTicxm). 

 

 

 

Figure 4. In the days leading up to the 2020 Presidential election, bias in Google 

search results, which can easily shift the voting preferences of undecided voters ï 

people Google can easily identify ï had a strong liberal bias. 

http://drrobertepstein.com/AIBRT/
https://is.gd/RTicxm
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4. In the days leading up to the 2020 Presidential election and the 

2021 Senate runoff elections in Georgia, my team and I preserved 

more than 1.5 million politically-related ephemeral experiences on 

Google, Bing, Yahoo, YouTube, Facebook and other platforms, 

and we also preserved more than 3 million web pages. Once again, 

we found extreme political bias on Google and YouTube (which 

is owned by Google), sufficient to have shifted at least 6 million 

votes in the Presidential election without people's knowledge. 

More important, a letter reporting our preliminary findings sent to 

the CEO of Google by three U.S. Senators on November 5, 2020, 

forced Google to stay out of the Georgia elections. In ñTaming 

Big Techô (https://TamingBigTech.com) and other essays, I argue 

that setting up a permanent, large-scale monitoring system like the 

ones we have implemented is the only effective way to prevent 

Big Tech companies from undermining our democracy, 

brainwashing our children, and controlling our minds. My most 

recent election monitoring findings are summarized in a 15-

minute video at https://TheCaseForMonitoring.com.  

 

5. My recent research demonstrates that Googleôs ñautocompleteò 

search suggestions can turn a 50/50 split among undecided voters 

into nearly a 90/10 split without people's awareness 

(http://bit.ly/2EcYnYI) (Epstein, Mohr, & Martinez, 2018). A 

growing body of evidence suggests that Google is manipulating 

peopleôs thinking and behavior from the very first character people 

type into the search box. 

Figure 5. Google uses its autocomplete search suggestions to manipulate opinions and 

voting preferences. One of the simplest ways to support a candidate is to suppress 

negative search terms. These screenshots from the summer of 2016 show Google was 

suppressing negative search suggestions to a ludicrous extent to support Clinton.  

http://drrobertepstein.com/AIBRT/
https://tamingbigtech.com/
https://thecaseformonitoring.com/
http://bit.ly/2EcYnYI
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6. Google has likely been determining the outcomes of upwards of 

25 percent of the national elections worldwide since at least 2015. 

This is because many races are very close and because Googleôs 

persuasive technologies are very powerful (Epstein & Robertson, 

2015a).  

 

But What About the Russians? 

 

These new forms of manipulation are nothing like Russian-placed ads or fake news 

stories. Russian interference, although troubling and unacceptable, can shift only a 

handful of votes ï in a national election, perhaps tens of thousands at most (Epstein, 

2017d, 2018a). But Google-and-the-Gang can easily shift millions of votes, 

especially if they all support the same candidate or party, which they tend to do.  

 

Ads and news stories are competitive and visible, like billboards. But the kinds of 

ephemeral effects I am studying are invisible and non-competitive. They are 

controlled entirely by Google-and-the-Gang in almost every country in the world, 

and there is no way to counteract them. 

 

I have also studied and written about Googleôs massive surveillance operations ï 

most of which people are completely unaware of ï and Googleôs pervasive and 

unpredictable pattern of censorship. On the issue of censorship, you might want to 

read the 2016 report I published in U.S. News & World Report called ñThe New 

Censorshipò (http://bit.ly/28PgBmW) (Epstein, 2016d), which describes nine 

different blacklists Google maintains to suppress information worldwide. We are 

all aware that Google deletes or blocks access to videos on YouTube, which it 

owns, but few people are aware that Google blocks access to millions of websites. 

On January 31, 2009, Google blocked access to virtually the entire internet for 40 

minutes. 

 

Before I spoke at that Senate hearing in 2019, Mr. Karan Bhatia, Googleôs Vice 

President for Government Affairs and Public Policy, testified. He was placed under 

oath and asked some tough questions by our Senators. One question was, ñDoes 

Google have any blacklists?ò That was an important question, because one of the 

simplest ways for a tech company to censor content is to have its algorithms check 

a blacklist before it displays that content. When a person or website or organization 

is on the blacklist, the algorithm suppresses the content.  

http://drrobertepstein.com/AIBRT/
http://bit.ly/28PgBmW
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Mr. Bhatia replied, ñNo, Senator, we donôt.ò 

 

That was a blatant lie, and lying to Congress is a felony. Just three weeks after that 

hearing, Zach Vorhies, a long-time senior software engineer at Google, quit his job 

there and mailed nearly a thousand pages of internal Google documents to the U.S. 

Attorney General. Among those documents were three of Googleôs blacklists ï and 

each of them was actually labeled ñblacklist.ò None of those three lists was 

mentioned in my ñNew Censorshipò article, which suggests that the actual number 

of blacklists Google uses to suppress content might be quite large.  

 

By the way, it is not just conservative content that gets censored (Epstein, 2018h). 

At times, Google also censors progressive and socialist content. The problem with 

Google is not that it censors conservatives; the problem is that it has the power to 

determine what content billions of people worldwide will or not see. No single 

entity ï especially a private company that is not accountable to the public ï should 

have such power (Epstein, 2016d). 

 

Censorship is an especially pernicious form of manipulation because, as I keep 

telling anyone who will listen, ñYou donôt know what they donôt show.ò 

 

Google Is the Biggest Threat 

 

Google is the biggest and most dangerous of the new online manipulation 

platforms, in part because it was founded by utopians, who, over time, attracted 

other utopians to work for them. Google corporate culture revolves around the idea 

that weôre here to create a better world, where ñbetterò is defined by the prevailing 

company values. 

 

If you doubt that, check out the leaked PowerPoint presentation, ñThe Good 

Censorò (https://is.gd/ASaiLo), in which Google employees freely acknowledge 

that their algorithms necessarily boost some content while suppressing other 

content ï in other words, the algorithms determine what three billion people around 

the world can or cannot see.  

 

But Google, they argue, is a ñgoodò censor, because ñGooglersò (their word, not 

mine) know best about what content should be suppressed. Google employees canôt 

help but talk openly about this issue for a simple reason: As the gateway to all 

http://drrobertepstein.com/AIBRT/
https://is.gd/ASaiLo
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knowledge in almost every country in the world (everywhere but China and North 

Korea), Google is now the biggest and most aggressive censor in human history. 

 

If that PowerPoint presentation doesnôt convince you, watch the 8-minute video I 

mentioned earlier. ñThe Selfish Ledgerò was created by Googleôs advanced 

products division, and it was never meant to be seen outside the company. Itôs about 

the companyôs ability to reengineer humanity. Google has that ability, and, because 

no laws or regulations exist that constrain Googleôs activities, the company is 

exercising that ability freely worldwide. 

 

About a dozen whistleblowers from Google have now come forward, and they have 

all confirmed that this heady agenda is real at Google. Google is out to make the 

world a better place, and where the companyôs version of ñbetterò conflicts with 

someone elseôs, they suppress the opposing view: in search results, newsfeeds, 

answer boxes (which often appear above search results), YouTube videos, answers 

they give people through their personal assistants (Google Home and the Google 

Assistant on Android devices), and more. 

 

In the aggressive online monitoring we did in the days leading up to the 2020 

Presidential election and the 2021 Senate runoff elections in Georgia, we found that 

a whopping 93% of the election-related videos YouTube was suggesting to users 

had a strong liberal bias. And that bias wasnôt present just in videos offered to 

liberal users; it was present at an even higher level for users identifying themselves 

as conservatives or moderates (Epstein et al., 2021) (https://is.gd/RTicxm). 

Figure 6. In another leaked video, the CEO of YouTube informs her staff about changes being 

made to YouTubeôs up-next algorithm. Content the company views as valid is boosted in 

rankings, and content the company views as suspect is suppressed. 

http://drrobertepstein.com/AIBRT/
https://aibrt.org/downloads/GOOGLE-Selfish_Ledger-TRANSCRIPT.pdf
https://is.gd/RTicxm


Googleôs Triple Threat, Page 14 
©2022, AIBRT 

American Institute for Behavioral Research and Technology AIBRT 

 

 

 

 

The bias in YouTubeôs ñup-nextò algorithm was explained in yet another leaked 

video (https://vimeo.com/354354050) in which Susan Wojcicki, still the CEO of 

YouTube, explains to her staff in 2017 ï the year that Donald Trump became 

President ï how the algorithm that determines which videos people see was being 

modified to boost good content and suppress bad content. On a large screen behind 

her you see a huge up-arrow next to a huge down-arrow to symbolize the process. 

 

This is troubling news given that 70 percent of the videos people watch on YouTube 

worldwide are suggested by that up-next algorithm (https://is.gd/JWRG8A).  

 

Even more disturbing: Randomized, controlled experiments my team and I have 

been conducting over the past year show that bias in YouTubeôs up-next algorithm 

can easily shift more than 40% of undecided voters toward whichever candidate we 

choose. Worse still, our experiments show that this effect, which we called the 

YouTube Manipulation Effect (YME), can easily be masked so that almost no one 

is aware that the sequence of videos they are being shown in biased. 

 

Still not convinced? Worldwide, people watch 5 billion videos on YouTube every 

day, 3.5 billion of which are suggested by that up-next algorithm, and because 

Google personalizes the content it shows us based on massive amounts of 

information it collects through our online activities (emails, search histories, 

YouTube histories, website visits, Google Docs, and much more), along with 

everything it hears through Android phones and the Google Home device, Google 

personalizes the list of videos it shows people to maximize their impact.  

 

As any con artist can tell you, the more you know about someone, the easier it is to 

manipulate him or her. We have now begun to study and quantify this power, which 

we call the Digital Personalization Effect (DPE). 

 

If you already have strong views on a topic ï vaccination, Trump, immigration, 

abortion, and so on ï Google will mainly show you more of what you want to see. 

But if you are undecided on some issue ï where to vacation, which microwave oven 

to buy, or which candidate to vote for ï Google is in control. It owns your brain ï 

and, even more so, the brains of your children. 

 

 

http://drrobertepstein.com/AIBRT/
https://vimeo.com/354354050
https://is.gd/JWRG8A
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The Surveillance Business Model 

 

Google is, by far, the most dangerous member of the Gang. It is the most aggressive 

in its surveillance, censorship, and manipulation activities. It also invented the 

ñsurveillance business model,ò which is now being emulated by thousands of 

companies worldwide. This business model, which Tim Cook, Appleôs CEO, has 

called ñcreepy,ò turns the customer into the product. Here is how it works: 

 

1) You attract people to online surveillance platforms where you extract as much 

personal information about them as you can multiple times a day. 

 

2) You motivate them to visit these platforms by offering them trivial services ñfree 

of charge.ò These services ï like Gmail, the Google search engine, and Google 

Docs ï truly are trivial. If you had to pay for them ï all of them ï they would cost 

you about $10 per month.  

 

3) You monetize the personal information you are collecting, a process that is now 

bringing Google nearly $150 billion per year in revenue. Even though you continue 

to provide the same trickle of trivial services to your users every day, over time, the 

profile you have compiled about each and every one of them ï including the 

children ï has become enormous. If you have been using the internet for a decade 

or more, Google has collected the equivalent of about 3 million pages of 

information about you. They are currently monitoring you and your kids over more 

than 200 platforms, most of which you are completely unaware of. 

 

4) Google uses this profile ï this dossier, as criminal investigators might call it ï to 

create a digital model of you that they use both to predict your behavior and needs 

and to influence your attitudes, beliefs, opinions, purchases, and votes.  

 

The surveillance business model is brilliant from a profit perspective, but it is also 

fundamentally deceptive, and I and many others believe it should be made illegal. 

 

Google services are not free. We pay for them with our freedom. See my essay, 

ñFree Isnôt Freedomò for more information about this issue (Epstein, 2016h, 

https://is.gd/OIeNt6).  

 

 

 

 

http://drrobertepstein.com/AIBRT/
https://is.gd/OIeNt6
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And Itôs Not Just Google 

 

Google is the most dangerous of the Gang, but Facebook, Amazon, Twitter, and, 

yes, even Apple, also pose threats to our democracy. I am also starting to worry 

about Microsoft, which entered into a secret pact with Google in early 2016 and 

which seems, since then, to have finally bought into Googleôs surveillance model. 

Microsoft Windows versions 10 and 11 do some serious tracking, and there are 

indications that Microsoftôs seldom-used search engine Bing is now drawing its 

content from Google, just as Yahoo has been doing for years and just a Siri does to 

get answers posed to questions on Apple devices. 

 

One of my newest areas of research is on ñintelligent personal assistantsò ï IPAs ï 

such as Appleôs Siri, Googleôs Assistant, Googleôs Home device (which Google 

insists you should install in every room in your house or apartment), and the most 

popular of these devices: Amazonôs Alexa. 

 

All of these are S&M devices, which in the present context stands for Surveillance 

and Manipulation. 

 

Using an Alexa simulator my team and I call ñDyslexaò ï and, yes, she talks, and 

she sounds just like Alexa ï we have lately been conducting controlled experiments 

to measure the power that biased answers have on peopleôs opinions and voting 

preferences ï an effect we call the Answer Bot Effect (ABE). Here is a summary 

of a research paper that we recently submitted for publication in a scientific journal: 

 

We describe three experiments with a total of 1,736 U.S. participants 

conducted to determine to what extent giving users ñthe answerò ï either 

via an answer box at the top of a page of search results or via a vocal 

reply to a question posed to an intelligent personal assistant (IPA) ï 

might also impact opinions and votes. 

 

Participants were first given basic information about two candidates 

running for prime minister of Australia (this, in order to assure that 

participants were ñundecidedò), then asked questions about their voting 

preferences, then given answers to questions they posed about the 

candidates ï either with answer boxes or with vocal answers on an 

Alexa simulator ï and then asked again about their voting preferences. 

The experiments were controlled, randomized, double-blind, and 

counterbalanced.  

http://drrobertepstein.com/AIBRT/
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Experiments 1 and 2 demonstrated that answer boxes can shift opinions 

by as much as 38.6% and that the appearance of an answer box reduces 

search times and clicks on search results.  

 

Experiment 3 demonstrated that even a single question-and-answer 

sequence on an IPA can shift voting preferences by more than 40%. 

Multiple questions posed to an IPA leading to answers that all have the 

same bias can shift voting preferences by more than 65%. Simple 

masking procedures still produced large opinion shifts while reducing 

awareness of bias to close to zero.  

 

ABE poses a serious threat to both democracy and human autonomy 

because (a) it produces large shifts in opinions and voting preferences 

with little or no user awareness, (b) it is an ephemeral form of influence 

that leaves no paper trail, and (c) worldwide, it is controlled almost 

exclusively by just four American tech companies. ABE will become a 

greater threat as people increasingly rely on IPAs for answers. 

 

Again, note those italics. A single biased answer provided by a personal assistant 

like Alexa can produce more than a 40 percent shift in voting preferences in a group 

of undecided voters. 

 

To me, this shows ï yet again ï that we have been asleep at the wheel. We have let 

dangerous technologies overtake our lives without understanding the risks we were 

taking. We have let ourselves get distracted by the little goodies we get (Wow! My 

phone is give me turn-by-turn driving directions!) without looking under the hood: 

the company that is giving you directions knows where you are right now and 

where you have been every second of the day for years.  

 

And that company has been monetizing that information and using it to ñsequenceò 

your behavior without your awareness. 

 

A Brief Note About a Critically Important Demographic: Our Children  

 

I have been studying new forms of influence for a long time, almost exclusively 

with adults. But an existing body of research suggests that these new, often 

invisible, ways of changing peopleôs thinking and behavior are likely to have a 

much bigger impact on children than on adults.  
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And who is more attached to new tech devices than anyone else? Our children, who 

are often unattended when they are immersed in social media or playing games or 

communicating with other people on their computers or mobile devices. That is 

why ï with parentsô permission ï my team and I are now in the process of 

expanding our research to look at how new forms of influence are affecting young 

people. 

 

I expect our findings, which we should begin to release about a year from now, to 

be especially disturbing. 

  

Monitoring Systems: The Key to Keeping Big Tech Out of Our Elections 

 

I know how to stop Big Tech companies dead in their tracks, and that brings me, 

finally, to monitoring systems and then to the article I published in 2019 in 

Bloomberg Businessweek.  

 

In the summer of 2015, a telephone call I received from Jim Hood, the attorney 

general of Mississippi, prompted me to start a years-long project in which I learned 

Figure 7. "Taming Big Tech" explains how our first election monitoring system was 

developed and deployed several months before the 2016 Presidential election. It is 

accessible at https://TamingBigTech.com.  
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how to monitor what Big Tech companies are showing real users ï in other words, 

how to do to them what they do to us and our children 24 hours a day.  

 

In early 2016, my team and I launched our first Neilsen-type monitoring system 

with 95 field agents in 24 U.S. states. It allowed us to look over peopleôs shoulders 

and, with their permission, to capture the ephemeral search results they were seeing 

on their computer screens before those results disappeared 

(https://TamingBigTech.com) (Epstein, 2018d). My team and I successfully 

deployed such systems in 2016 and 2018, and we greatly expanded our monitoring 

capabilities to track Big Tech activities in the days leading up to the 2020 

Presidential election and the 2021 Senate runoff elections in Georgia. 

 

To view a 15-minute summary of our findings in the 2020 and 2021 elections, 

please view the video at https://is.gd/RTicxm. And here is the summary of a paper 

about our findings which we recently submitted to a scientific conference: 

 

The internet has made it possible for a small number technology 

monopolies to dominate the thinking, behavior, and votes of more than 

three billion people worldwide using new subliminal techniques. We 

have discovered and quantified several of these techniques in controlled 

experiments conducted since 2013, and in 2016, we developed 

technology that allowed us to preserve search results ï ñephemeral 

contentò that influences opinions and is normally lost forever ï on the 

Google, Bing, and Yahoo search engines.  

 

In 2020, we improved our monitoring technology to preserve a wide 

variety of online content in the days leading up to the 2020 Presidential 

election and the 2021 Senate elections in Georgia. Our team installed 

custom software on the computers of a politically-diverse group of 

1,735 registered voters (our ñfield agentsò) in four swing states ï 

Arizona, Georgia, Florida, and North Carolina. This software allowed 

us to ñlook over the shouldersò of our field agents (with their 

permission) as they viewed politically-related content on the Google, 

Yahoo, and Bing search engines, as well as on Googleôs home page, the 

YouTube platform, and Facebookôs home page.  

 

Overall, we preserved more than 1.5 million ephemeral experiences for 

analysis and found substantial political bias in Google search results and 
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in YouTubeôs ñup-nextò algorithm, sufficient to have shifted millions of 

votes in the 2020 Presidential election without peopleôs knowledge.  

 

We went public with some of our preliminary findings on October 30, 

2020, and, based on these findings, three U.S. Senators sent a warning 

letter to the CEO of Google on November 5, 2020, 2 days after Election 

Day. This warning appears to have forced Google to prevent biased 

political content from appearing on its platforms in Georgia on the days 

leading up to the runoff elections; in other words, none of our 1,003 

Georgia field agents saw bias on Google on those days. We argue that 

building large-scale, permanent monitoring systems is essential for 

protecting democracy from being undermined by emerging 

technologies in future years. Laws and regulations move too slowly to 

keep up with new technologies, but monitoring systems can because 

they are technology. 

 

The key sentence in that summary is the one in italics: This warning appears to 

have forced Google to prevent biased political content from appearing on its 

platforms in Georgia on the days leading up to the runoff elections. 

 

In other words, by monitoring and exposing Big Tech shenanigans, we can get these 

companies to stop their manipulations.  

 

During the year following the Georgia runoffs, we have made significant progress 

toward developing a machine-learning algorithm that can instantly identify the 

political bias in web pages. This means that in future elections ï include the 2022 

midterm elections in the U.S. ï we will be able to track and expose political 

manipulations as they are occurring ï reporting our findings to journalists, 

members of Congress, the U.S. Attorney General, and the Federal Election 

Commission. 

 

If our experience in the last election cycle is any indication, this means we will be 

able to restore the free-and-fair election process in the U.S. ï or at least keep 

Google-and-the-Gang from interfering. 

 

In the 2020 Presidential election, we believe that these companies shifted more than 

6 million votes without peopleôs knowledge, and that is a tragedy for democracy. 

But it doesnôt have to be that way. As soon as we can find the funding, we are ready 
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to build a permanent, large-scale, self-funding monitoring system in all 50 U.S. 

states. 

 

Such a system must be built. This next step in our technological development is not 

optional. If we fail to build such a system, we will be abandoning the free-and-fair 

election, a cornerstone of democracy. This will  make democracy meaningless, even 

if  your chosen candidate prevails. 

 

Ultimately, a worldwide network of passive monitoring systems must be built to 

protect humanity and democracy from manipulations by todayôs Google and the 

Googles of tomorrow. Only tech can fight tech; laws and regulations will never 

keep up (Epstein, 2018d). 

 

A Simple Way of Quickly Ending Googleôs Worldwide Monopoly on Search 

 

On July 15, 2019 ï the day before my Congressional testimony ï I published a 

feature article in Bloomberg Businessweek explaining how Congress can quickly 

end Googleôs worldwide monopoly on search (reprinted in full in Appendix III 

below) (Epstein, 2019d).  

 

The solution to The Google Problem is to declare Googleôs massive search index ï 

the database the company uses to generate search results ï to be a public commons, 

accessible by all, just as a 1956 consent decree forced AT&T to share all its patents. 

This is light-touch regulation, and there is precedent for it in both law and in 

Googleôs own business practices. 

 

Declaring Googleôs index a commons will quickly give rise to thousands of search 

platforms like Google.com, each competing with Google, each providing excellent 

search results, each serving niche audiences, large and small, exactly like 

newspapers and television networks and websites do now. Search will become 

competitive, as it was during its early years, and democracy will be protected from 

Googleôs secretive machinations. 

 

With thousands of search engines vying for our attention, search will also become 

innovative again. Have you noticed that there have been no innovations in search 

since Google became the dominant search engine almost 20 years ago? Thatôs what 

monopolies do: they kill innovation.  
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President Eisenhowerôs Warning 

 

In his famous departing speech in January, 1961, President Dwight D. Eisenhower 

warned about the possible rise of a ñtechnological eliteò that could control public 

policy without peopleôs awareness (Epstein, 2016a, 2018c). That elite now exists, 

and they have more power than you think.  

 

Democracy as originally conceived cannot survive Big Tech as currently 

empowered. It is up to our leaders ï and to every one of us as individuals ï to 

determine where we go from here. 

 

 

_____________________ 

 

 

Please see Appendix I (following References) for links of possible interest.  
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APPENDIX I:  

Links of Possible Interest 

 

https://MyGoogleResearch.com ï a webpage where you can learn more about Dr. 

Epsteinôs research on online influence and where you can also support that 

research with donations to the American Institute for Behavioral Research and 

Technology, a nonprofit, nonpartisan 501(c)(3) public charity. 

 

https://TameBigTech.com ï a signup page where you can subscribe to a free 

newsletter that will keep you informed about advances in Dr. Epsteinôs research. 

 

https://MyPrivacyTips.com ï an essay by Dr. Epstein about how you can protect 

yourself and your children from surveillance by Google-and-the-Gang. 

 

https://TamingBigTech.com ï an essay by Dr. Epstein about the development of 

his first election monitoring system, deployed before the 2016 Presidential 

election. 

 

https://TheCreepyLine.co (not .com) ï an 80-minute documentary film featuring 

Dr. Epsteinôs research. It warns about surveillance, censorship, and manipulation 

by Google-and-the-Gang. It also features Dr. Jordan Peterson and other experts. 

 

https://TheCaseForMonitoring.com ï a 15-minute video in which Dr. Epstein 

summarizes findings from his online monitoring in the days leading up to the 

2020 Presidential Election and the 2021 Senate runoff elections in Georgia. 

 

https://DrRobertEpstein.com ï Dr. Epsteinôs personal website. 

 

https://AIBRT.org ï website of the American Institute for Behavioral Research 

and Technology. 

 

https://twitter.com/DrREpstein - Dr. Epsteinôs twitter feed. 
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APPENDIX I I : 

The Methodology of SEME Experiments 

 

The methodology of SEME experiments adheres to the highest standards of 

research in the social and behavioral sciences. All experiments are randomized, 

controlled, double-blind, and counterbalanced (Epstein and Robertson, 2015a). 

Multiple SEME experiments conducted over a period of more than five years have 

involved more than 10,000 participants and five national elections in four countries. 

Reasonable efforts have been made to assure that participants are diverse across 

multiple demographic characteristics, and, when possible, representative of the 

voting population. When samples are not representative of the voting population, 

adjustments are made statistically or by examining subsamples. 

 

In most experiments, participants are selected who are ñundecided,ò by which I 

mean either that they havenôt yet made up their minds, or, in some cases, that we 

are deliberately showing them materials from an election they are not familiar with 

(for example, when we show people from the U.S. materials from an election in 

Australia). 

 

All search results and web pages used in the experiments are real, drawn from the 

internet and from Googleôs search engine. The elections we have examined are also 

real: the 2010 election for Prime Minister of Australia; the 2014 Lok Sabha election 

in India; the 2015 national election in the UK, and the 2016 and 2018 elections in 

the U.S. 

 

Search results are presented to participants using a mock search engine called 

Kadoodle, which looks and functions almost exactly like Google. The difference 

between Google and Kadoodle is that with Kadoodle, we control what search 

results we show and the order in which those results are shown. Our search results 

link to copies of real web pages, but links on those pages have been disabled so we 

can keep our research participants in a closed online environment.  

 

In the basic procedure, participants are randomly assigned to one of three groups: 

a group in which search results favor Candidate A ï which means that high-ranking 

results link to web pages that make Candidate A look better than his or her opponent 

ï a group favoring Candidate B, and a group in which neither candidate is favored 

in search results (the control group). 

 

Participants are told they will be asked to use our custom search engine, Kadoodle, 

to conduct research on political candidates. They are first asked to read short 

paragraphs about each candidate and then asked several questions about each 

candidate: How much they like each candidate, trust each candidate, and so on. 

They are also asked, both in a binary fashion and on a scale, which candidate they 

would vote for if they had to vote today. These are all ñpre-search questions.ò 
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Then, typically, they are given up to fifteen minutes in which to use the Kadoodle 

search engine to conduct further research about the candidates. They are typically 

given access to five pages of search results, with six results per page (30 in total), 

and they can navigate through the search results and the web pages exactly as they 

would on Google. They can stop searching when they please. 

 

Then they are asked those same questions about the candidates; now these are 

ñpost-search questions.ò 

 

 

Remember that the only difference between the three groups is the order in which 

the search results are shown. All participants in all three groups have full  access to 

all the search results and all the web pages. 

 

The typical findings are as follows: 

 

¶ Prior to search, all three groups tend to answer the pre-search questions the same 

way. 

¶ After the search, the opinions and voting preferences of people in the control group 

shift very little or not at all. 

¶ After the search, both the opinions and the voting preferences of people in the two 

bias groups shift fairly dramatically in the direction of the favored candidate. In 

other words, opinions and votes shift in opposite directions in the two groups. 

Figure 8. In a typical SEME experiment, in one group, search results are ordered in a way that 

favors Candidate A (Gillard, above). In a second group, the ordering is reversed, so it favors 

Candidate B (Abbott, above). And in a control group, the ordering alternates, so neither candidate 

is favored. 

http://drrobertepstein.com/AIBRT/


Googleôs Triple Threat, Page 36 
©2022, AIBRT 

American Institute for Behavioral Research and Technology AIBRT 

 

¶ A shift of 20 percent or more is typical. In large studies in which we have enough 

participants to look at demographic differences, we have found shifts in the 60-to-

80 percent range in some demographic groups. In other words, some people are 

especially trusting of search results. 

¶ Typically, very few people show any awareness of the bias they have seen. In a 

large study we conducted in India in 2014, for example ï a study with more than 

2,000 undecided voters throughout India in the midst of an intense election ï 99.5 

percent of our participants showed no awareness of bias in the search results we 

showed them. 

¶ The very few people who do detect the bias tend, on average, to shift even farther 

in the direction of the bias. 

Some of my SEME research attempts to explain why the effect is so large. One 

reason appears to be that people trust algorithmic output, believing that because 

it is computer-generated, it is inherently objective and unbiased. 

 

Research I have conducted also suggests that SEME is a large effect because 

people are conditioned ï very much like rats in a Skinner box ï to believe that 

results at the top of the list are better and truer than results farther down the list 

(Epstein & Robertson (2016b). This is because most searches we conduct are 

for simple facts, such as ñWho is the governor of Texas?ò The correct answer 

always turns up at the top of the list, which is one reason 50 percent of all clicks 

go to the top two search positions. 

 

But then that day comes when we search for something with a less certain 

answer: What is the best sushi restaurant in town? Who is the best candidate? 

Again, we are most likely to believe the highest-ranking answers. 

 

When, in one experiment, we changed peopleôs beliefs about high-ranking 

search results by placing answers to simple questions in random positions in 

lists of search results, politically-biased search results has less impact on them. 
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APPENDIX I I I  

Article from Bloomberg Businessweek, July 15, 2019 
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